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CLOUD S&P aims to provide a 
platform for researchers and 
practitioners to present and 
discuss a wide-range of security 
and privacy issues and their 
solut ions to ensure bet ter 
protection in a cloud ecosystem. 
T h i s w o r k s h o p i n v i t e s 
submissions on new attacks and 
solutions on various cloud-centric 
technologies, as well as short 
surveys and case studies that shed 
light on the security implications 
of clouds. 
Topics of interest include, but 
are not limited to: 
• Access Control in Clouds 
• Virtual Network Security 
• Privacy-Enhanced Technologies 
for Clouds 

• Data Protection in Clouds 
• Trusted Computing in Clouds 
• Cloud Forensics 
• Cloud Security Auditing 
• Identity Management in Clouds 
• Risk Analysis for Clouds 
• SDN/NFV Security 
• Security and Privacy of 
Federated Clouds and Edge 
Computing 

• Security and Privacy of Fog 
Computing 

• Security and Privacy of Big 
Data 

Submission guideline: 
S u b m i s s i o n s m u s t n o t 
substantially duplicate work that 
any of the authors has published 

elsewhere or has submitted in 
parallel to any other venue with 
formally published proceedings. 
Information about submissions 
may be shared with program 
chairs of other conferences for 
that purpose. Submissions must 
be anonymous, with no author 
n a m e s , a f f i l i a t i o n s , 
acknowledgement or obvious 
references. 
Each submission must begin 
with a title, short abstract, and a 
l i s t o f k e y w o r d s . T h e 
introduction should summarize 
the contributions of the paper at 
a level appropriate for a non- 
specialist reader. All submissions 
must follow the original LNCS 
f o r m a t ( s e e h t t p : / /
www.springeronline.com/lncs) 
with a page limit of 18 pages 
(incl. references) for the main 
part (reviewers are not required 
to read beyond this limit) and 30 
pages in total. Authors of 
accepted papers must guarantee 
that their paper will be presented 
at the workshop and must make a 
full version of their paper 
available online. There will be a 
best paper award. The selected 
papers will be invited for a  
special issue of International 
Journal of Information Security, 
Springer. 
Submission link is now open.

Cloud S&P 2019 
1st Workshop on Cloud Security and Privacy 
June 5-7th 2019, Bogotá, Colombia 

The accepted papers will have post-proceedings published by Springer. 

If there is any question, please contact us at: cloudsp2019@easychair.org.
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